EPLEXLITY

(f) SentinelOne

Managed Services:
SecOps for Endpoint

Security is critical to every business, EPLEXITY’s SecOps team helps
#tbackiTup to keep your infrastructure safe, secure, and
operationally optimized.

3 Pillars of Security

Detect

Pinpoint Investigate Reduce Impact
Vulnerabilities Malicious of attack
activity

EPLEXITY will manage your

Security Operations:

* Server\Workstation Security
* Security Incident Management Services
* Managed Detection & Response

What’s included in EPLEXITY’s SecOps?

Enterprise Managed Logging and monitoring for critical systems
SIEM, Vulnerability scanning and Threat Intelligence.

Includes 24/7 Managed Security Operation Center (SOC) Services
SIEM software powered by Sumologic.

» Reactive and Proactive approach
’ 24/7/365 Monitoring

> 15 Minute response time for Critical Issues

Why EPLEXITY’s SecOps?

* We work, while you sleep

* Support from a team of certified security experts

* Stay updated with the latest technology and SecOps tools
* |ncreased security

* Save time and money

* Peace of mind
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https://eplexity.com/contact-us/
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Line Item Total Line-ltem Price
SIEM SOC Services Total number of Small (10-50)
sources & devices S48.00/MRC
logging to SIEM Medium (51-100)
$38.00/MRC
Large (101-250)
S28.00/MRC
MDR Services Total number of Small (10-50)
endpoints under $18.00/MRC
management Medium (51-100)
S12.50/MRC
Large (101-250)
$9.00/MRC

v’ Enterprise Managed Logging and Monitoring for
critical systems

v SEIM Vulnerability Scanning and Threat Intelligence

v' Includes 24/7 Managed Security Operation Center
(SOC) Services for SIEM software powered by
Sumologic.

* SentinalOne included as part of MDR service

* SumolLogic SIEM for Cloud — purchased through AWS
Marketplace (required)

* Customer should provide EPLEXITY with any
relevant diagrams, applications, infrastructure and
network summaries, and documentation two
business days before the workshops

* Customer should involve the relevant members of
its internal teams, including security, IT
infrastructure, development, service delivery,
finance and application owners from lines of
business, as needed

e Customer should grant EPLEXITY read-only access
to all accounts prior to workshops

* Customer’s executive sponsor should plan to attend
all meetings



